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Foreword

Since its formal articulation by the American armed forces in the 1980s,
operational art has been more written about than understood. The present
author, Lt Col Brian Tyler, does not make that mistake. He combines an in-
sightful mind and a rigorous system of inquiry with a wealth of experience as
an intelligence officer. These attributes lead him to a number of useful and
important insights concerning the practice of the intelligence craft in this im-
portant arena of military activity where warriors struggle to reconcile the
gritty problems that bubble up from tactical reality with the grand designs
that cascade down from strategic desiderata.

Tyler synthesizes two approaches to his project that significantly enrich his
investigation—one historical, the other conceptual. The principal evidence
comes from the Malayan Emergency of 1948-1960, with a particular focus on
the intelligence needs and methods of the British high commissioner, Sir Ger-
ald Templer. Digging deeply into the documentation of the anticommunist
conflict, Tyler convincingly demonstrates—though careful not to claim too
much for—the important role of effective information gathering and analysis
in bringing about the ultimate British victory.

The big idea of the thesis comes from the emerging discipline of design.
Tyler works through a large body of thought to reduce design to its essence—
“a highly complex mental process that imagines the future, reflects on the
past, and produces an understanding of both the problem and the optimal
solution” Operational design then simply becomes the application of this
construct in the conduct of operational art.

Next, the author takes a leaf from Carl von Clausewitz’s third step of criti-
cal analysis, criticism proper, and retrospectively applies the rubric of early
twenty-first century design to the conduct of the mid-twentieth century cam-
paign in Malaya. This leads to the intriguing argument that although Templer
and his intelligence professionals did not—indeed could not—consciously
use design as a methodology, they intuitively grasped and applied its essence.
The work concludes with some well-reasoned suggestions as to how contem-
porary commanders and their intelligence stafts, emulating Templer and his
aides, can use design constructs to help them pierce the fog of war and impose
their wills on an uncooperative adversary.

vii



FOREWORD

Colonel Tyler’s “Intelligence and Design: Thinking about Operational Art”
received the Air University Foundation’s Award for Best SAASS Security
Studies Thesis of 2011. It stands as a model for all who believe that military
thought and practice can be advanced by inspired scholarship.

At 2 Wit~

Harold R. Winton
Professor of Military History and Theory
School of Advanced Air and Space Studies
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Abstract

Uncertainty is an inescapable part of war that stems, in part, from war’s
“wicked” problems and the complex, adaptive systems that produce them.
While uncertainty in war is chronic, both operational intelligence and opera-
tional design endeavor to mitigate it on behalf of the commander. Operational
intelligence strives to make sense of past and current circumstances to inform
future action; operational design tries to shape the future based on what is
learned from the past and known or suspected about the present. Operational
intelligence collects and analyzes information to build understanding of a
complex situation; operational design translates understanding into an ap-
proach for achieving operational aims and strategic outcomes. Without uncer-
tainty in war, there would be no need for operational intelligence or opera-
tional design; because of uncertainty, they become two sides of the same coin.

This paper is about intelligence at the operational level of war. It is also
about operational design and the 1948-60 anticommunist counterinsurgency
known as the Malayan Emergency. Using a dialectic approach, the paper eval-
uates how operational intelligence should be influenced by emerging con-
cepts of operational design. It analyzes the essence and practice of operational
intelligence, considers the commander’s role in operational intelligence, and
assesses intelligence contributions in the Malayan Emergency. Next it exam-
ines operational design, including a design-based reassessment of the Ma-
layan Emergency. Finally, the paper synthesizes studies of operational intelli-
gence and operational design to produce insights and suggestions for
commanders and intelligence professionals on performing, educating, train-
ing, and equipping operational intelligence.

The project concludes that operational intelligence is more than tactical re-
connaissance writ large. It suggests ways to balance the inherent tensions of
operational intelligence—those between the strategic and tactical and between
collection and analysis—that will improve the effectiveness of the joint force.
The project also concludes that operational intelligence and operational design
are complementary cognitive processes that, together, can enrich operational
art in the information age.
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Chapter 1

Introduction

Uncertainty is a hallmark of war. Richard K. Betts, a leading scholar in the
field of intelligence, wrote, “It is the role of intelligence to extract certainty
from uncertainty and to facilitate coherent decision [sic] in an incoherent en-
vironment.”! Complexity theory also informs the complicated decisions of
joint force commanders. Recognizing the extreme interconnectedness of our
world and of our battlespaces is a crucial first step in coherent thinking.
However, identifying, analyzing, and forecasting the political, military, eco-
nomic, social, infrastructural, and informational factors and linkages of com-
plex, adaptive systems are not simple.

This paper is about intelligence of a certain kind. It is not concerned with
the intelligence of a given mind studied by psychologists. Rather, it focuses on
the kind of intelligence a commander must have to design and execute plans—
the intelligence relevant to security.’?

The practice of intelligence involves two central functions that seek to de-
mystify complex problems for commanders—collection and analysis.* Col-
lection gathers information essential to effective decision making. However,
collection alone is insufficient because the implications of much of the evi-
dence gathered in war are ambiguous. Concerted thinking about the adversary
and operational environment is also necessary. Exploring the relationship
between collection, analysis, and decision making in a complex environment
is the overarching purpose of this paper.

To the extent that collection and analysis are separable, the former seems to
bedazzle actors of the information age. The complicated venture of intelli-
gence, surveillance, and reconnaissance (ISR) is the product of what some re-
fer to as a revolution in military affairs. In 1995 Adm William Owens, then
vice chairman of the US Joint Chiefs of Staff, anticipated that a system of sys-
tems with the potential to transform modern warfare would emerge from the
convergence of military practices and technologies.® Today, increasingly pow-
erful ISR capabilities can discern very small objects and momentary events. As
one author predicted, we are witnessing the “disappearance of disappearance.®

Consequently, the promise of technology draws commanders and their di-
rectors of intelligence toward constructing an ideal-type brilliant battlespace
in which networked sensors illuminate the arena and penetrate the fog of
war.” Commanders yearn to make informed decisions, so accurate discern-
ment in the midst of uncertainty is the intelligence professional’s business. To
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this end, as part of the modern command, control, communications, comput-
ers, and intelligence system, intelligence leaders strive to design and direct a
panoptic “mesh” or “surveillant assemblage” that peers through the twilight to
describe the operational environment, divine the adversary’s capabilities and
intentions, and achieve a decisive advantage in battlespace knowledge.®

Nevertheless, uncertainty in war remains a persistent and perverse reality.
Where does it come from? Werner Heisenberg’s uncertainty principle stated
that ambiguity is always present in the perceptible realm.’ The Prussian sage
Carl von Clausewitz attributed uncertainty to the free will of the adversary
and the inherent limitations of the human mind.'* Claude Shannon, the
founder of information theory, identified “information overload” as a noisy
source of uncertainty." Thomas Kuhn indicted the limits of human cognition
as the cause of incomplete understanding.'> Robert Jervis argued that cogni-
tive biases limit accurate perception.”® At the center of warfare and uncer-
tainty are human beings, in all their power and frailty.

The variety of potential human choices makes war a complex and dynamic
endeavor. The Chinese theorist Sun Tzu said, “Now in war there may be one
hundred changes in each step.”** Despite even great efforts of collection and
analysis, there will always be residual uncertainty."” This is why the military
historian Martin van Creveld described war as an “irrational business par
excellence”'¢

Most commanders and intelligence professionals recognize the brilliant
battlespace and perfect knowledge as being types of fata morgana. Intelli-
gence cannot achieve omniscience, nor can it prophesy the future. Rather, it is
a thoughtful endeavor to reduce the number of times a commander is sur-
prised."” The intractable inadequacy of intelligence requires a necessary de-
gree of fatalism among warriors.'® Nevertheless, forecasts remain helpful and
may provide a significant advantage in the complicated enterprise of war.

Theories on systems and complexity help explain the character of the uni-
verse, including its wars and battlespaces. Scholarship on the complexity of
systems has recently emerged from an improved understanding of and toler-
ance for uncertainty. For centuries, the reductive approaches of scientific re-
search and rational thought illuminated the world’s constituent parts.” Un-
derstanding the interactions among those parts is the aim of complexity
theory. Albert-Laszlo Barabasi wrote, “Today we increasingly recognize that
nothing happens in isolation. Most events and phenomena are connected,
caused by, and interacting with a huge number of other pieces of a complex
universal puzzle”®

M. Mitchell Waldrop defined complex systems as those in which “a great
many independent agents are interacting with each other in a great many
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ways.”*! With each interaction, the agents adapt, responding to environmental
stimuli. According to Waldrop this imbues complex adaptive systems with “a
kind of dynamism that makes them qualitatively different from static objects”**

As we recognize and understand the interconnectedness of our world, we
enlarge and adjust explanatory models that inform decision making. How-
ever, the more we know, the more we realize that our understanding of our
ever-changing universe is incomplete. Additionally, as information-age tech-
nology compresses space and time, it increases the scale and pace of interac-
tivity and change.”® While the world has always been complex, both enhanced
understanding of it and advancing technology contribute to our perceptions
of increasing complexity.

How is complexity understood? Waldrop argues that interdisciplinary ap-
proaches lift the shroud of complexity best.** Intelligence study has a rich
history and growing literature on analysis and decision support in the midst
of ambiguity. Similarly, a more recent discourse on operational design pres-
ents techniques for commanders and planners to cope with uncertainty and
complexity.

Operational design emerged when military thinkers began applying in-
sights from the multidisciplinary literature of design to the operational art of
war. Operational design is a nonlinear and iterative process intended to help
commanders develop operational approaches by aiding their understanding
of the complex environments in which they operate and the complex prob-
lems they face. Like their intelligence counterparts, designers work to miti-
gate the uncertainty that surrounds the commander. This shared purpose
leads to the project’s central question: How should the practice of intelligence
at the operational level of war be influenced by emerging concepts of opera-
tional design?

The superstructure of this paper is a simple dialectic between intelligence
and design at the operational level of war. The study proceeds through five
logical steps. Its initial stage—comprised of the first three chapters—exam-
ines operational intelligence, including its essence, practice, and relationship
with the principal decision maker—the commander. Chapter 2 begins by ex-
ploring the essence of intelligence through an examination of its various defi-
nitions. Next, it considers the emergence of the operational level of war in
military thought. Finally, it synthesizes intelligence and war’s operational
level to propose a definition of operational intelligence. This chapter draws
from theory, a range of secondary sources and American joint military doc-
trine. Because scholarship on operational intelligence is relatively sparse, the
first three chapters transfer numerous insights from a substantially larger
body of work on strategic intelligence.”
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Chapter 3 examines the practice of intelligence at the operational level of
war. It begins by describing the characteristics of operational intelligence, in-
cluding its purposes, consumers, processes, and products. It then distills the
activities of operational intelligence into its two most central functions—col-
lection and analysis. The chapter supplements its references to US joint mili-
tary doctrine with sources from the intelligence literature.?

The fourth chapter considers the relationship between the operational-
level commander and intelligence. It examines the attributes of commanders
and intelligence advisors that contribute to the successful conduct of intelli-
gence. It also highlights the central role of the commander in the employment
of intelligence. The chapter leans heavily on two works edited by the historian
and military intelligence scholar Michael Handel.”

The second stage of the paper assesses empirical evidence of the interaction
between intelligence and the formulation of operational concepts by examin-
ing the historical example of the 1948-60 anticommunist counterinsurgency
known as the Malayan Emergency. Chapter 5 begins with a brief overview of
the emergency that identifies key events, decisions, and leaders. In this early
section, the chapter diverges slightly from existing scholarship by presenting a
new periodization that coincides with changes in British strategy. Next, the
chapter considers the evolution of collection and analysis relative to those pe-
riods. It also spotlights the successes, failures, structures, and key relation-
ships of intelligence during the emergency. Sources for this chapter include
several primary and secondary works. It references multiple British govern-
ment documents found in A. J. Stockwell’s helpful compilation.” Among the
most influential secondary sources were Riley Sunderland’s 1964 report;
books by Richard Clutterbuck, Karl Hack, and John Cloake; and Cloake’s bi-
ography.”’ By the chapter’s end, the reader will understand what operational
intelligence is, how it supports multiple customers including the commander,
and how it influences the development of the operational concept.

The project next analyzes operational design to include its essence, prac-
tice, and relationship with the commander. Chapter 6 evaluates the essence of
operational design by first regarding the concept from which it evolved. It
begins by explaining the relationship between uncertainty and complexity us-
ing concepts from systems theory, which is the theoretical foundation of de-
sign. It then examines the complexity of social systems and their so-called
“wicked” problems. Finally, it outlines the process of design and evaluates its
utility in managing uncertainty and complexity. Chapter 6 extracts material
from various sources on systems theory, complexity, and design.*

Chapter 7 evaluates operational design as a theoretical construct. It first
sketches the concept’s origin and background and then defines and distin-
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guishes it from planning at the operational level of war. It assesses the meth-
od’s five steps—environmental framing, problem framing, operational ap-
proach development, documentation, and reframing—and considers the
roles of the commander and the design team in the process. This chapter con-
sults several US joint and US Army planning sources.”® An additional trove of
insight was the collection of student theses, primarily from the School of Ad-
vanced Military Studies, that explore various aspects of operational design.

Chapter 8, the project’s fourth stage, reassesses the Malayan Emergency us-
ing the concepts of operational design. It evaluates the development of an
understanding of the emergency’s context and central problem by two com-
manders, which informed the creation and continuation of a successful op-
erational approach. It also considers their collaborative leadership styles dur-
ing the process. It then examines the composition of one commander’s design
team. By its conclusion, the reader will better appreciate operational design,
how it supports the commander, and how it influences the development of the
operational concept.

Chapter 9 constitutes the project’s final stage. It synthesizes the insights
gained from the conceptual and evidentiary assessments of intelligence with
the insights gained from studying operational design to produce a conclusion
as to how emerging concepts of operational design should influence the prac-
tice of operational-level intelligence. The sources for this chapter are mostly
the same as those used throughout the project. However, a handful of addi-
tional works proved useful in refining the argument.*

The project’s final chapter summarizes its major conclusions and presents
several implications of this research for the education, training, equipping,
and employment of operational intelligence in the information age.

The main ambition of this project is to help commanders and intelligence
professionals improve the effectiveness of operations through the optimal
employment of intelligence at the operational level of war. If it contributes
toward a more comprehensive understanding of operational intelligence, it
will be successful. In doing so, it will also add a small token to the relatively
limited discourse on operational intelligence.

The project also aims to bridge the emerging scholarships on operational
intelligence and operational design, two potentially complementary cognitive
processes intended to aid commanders in the effective conduct of operations
and campaigns. Little research exists on the role of intelligence in operational
design. Connecting these literatures may expand our understanding of both
concepts.

A tertiary goal is to shed new light on the ingredients of success in the Ma-
layan Emergency, especially the role played by intelligence. While the evidence
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marshaled in chapter 5 should enrich the reader’s understanding of opera-
tional intelligence, it may also shape the understanding of how intelligence
affected the decisions of Lt Gen Sir Harold Briggs and Gen Sir Gerald Templer.
To my knowledge, a previous analysis of the Malayan Emergency through the
rubric of operational design does not exist. Chapter 8 may contribute in a
small way to the literature on Malaya and to that on operational design.

Notes
All notes appear in shortened form. For full details, see the appropriate entry in the bibliography.

1. Betts, “Analysis, War, and Decision,” 69.
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in his book. While Kent’s focus was strategic intelligence and the strategist, this project regards
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4. Ibid,, 4. Kent divided intelligence operations into surveillance and research. This paper
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5. Owens, “Emerging System of Systems,” 15.
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Chapter 2

Intelligence at the Operational Level of War

Now the reason the enlightened prince and the wise general
conquer the enemy whenever they move and their achieve-
ments surpass those of other men is foreknowledge.

—Sun Tzu
The Art of War

The pursuit of superior intelligence is as old as war. The prominent military
historian Martin van Creveld concluded, “From Plato to NATO, the history of
command in war consists essentially of an endless quest for certainty”" This
quest for battlespace awareness actually predates Plato. Moses and Joshua
commissioned spies before the Israelite invasion of Canaan, and Sun Tzu’s
admonitions on foreknowledge and spycraft indicate that Chinese generals
during the Warring States period recognized the significant advantage of in-
formation superiority.? Intelligence is the second-oldest profession, quipped
one author.’

Despite the timeless relationship between intelligence and war, much of
the literature overlooks operational intelligence. Related scholarship focuses
mainly on strategic or tactical intelligence and lacks sufficient depth of field to
clearly depict intelligence at the operational level of war. This chapter aims to
help fill that void.

Operational intelligence is, fundamentally, intelligence at the operational
level of war.* This chapter analyzes and synthesizes these two constituent
parts—intelligence and war’s operational level —before proposing a definition
of operational intelligence. First, it assesses classic and contemporary defini-
tions of intelligence. Next, it traces the emergence of the operational level of
war and describes its characteristics. Finally, it examines and defines opera-
tional intelligence.

Intelligence

No consensus definition of the kind of intelligence that relates to security
exists. One author noted, “Intelligence holds distinct meanings for different
people”® The historian Walter Laqueur cautioned, “All attempts to develop
ambitious theories of intelligence have failed”® With these warnings in mind,
we proceed judiciously toward a functional definition of intelligence.
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Some scholars claim that “intelligence is information.”” While valid, this
definition is incomplete. Intelligence is a subset of information and some-
thing qualitatively different. First, not all information is intelligence.® Carl
von Clausewitz, for example, referred to a specific kind of information: “By
‘intelligence’ we mean every sort of information about the enemy and his
country.”’ Clausewitz provided context by placing intelligence in the same
discourse as politics, war, and strategy. He also narrowed our concern to the
adversary and the potential battlespace. Intelligence is information of a spe-
cific kind, but it is also far more."

What, then, is intelligence? Sherman Kent, perhaps the preeminent Amer-
ican intelligence expert, identified three aspects of intelligence: knowledge,
activity, and organization." Summarizing Kent, one author wrote, “[Intelli-
gence is] a particular kind of knowledge, the type of organization producing
this knowledge, and the activity pursued by the organization”"* Such knowl-
edge encompasses more than the mere possession of data and is the result of
concerted bureaucratic processes. Most subsequent scholarship either explic-
itly or implicitly incorporates Kent’s framework.

Recent research on intelligence offers more descriptive definitions. For ex-
ample, Mark Lowenthal contended that intelligence is “the process by which
specific types of information important to national security are requested,
collected, analyzed, and provided to policy makers; the products of that pro-
cess; the safe-guarding of these processes and this information by counterin-
telligence activities; and the carrying out of operations as requested by lawful
authorities””* Lowenthal’s definition provides depth and breadth, and he adds
helpful detail to the process. However, the expansion is unnecessary on two
accounts. First, although crucial, counterintelligence is an ancillary function.
Second, the catchall phrase regarding lawful operations—an allusion to co-
vert action—distracts from the meaning of intelligence. It implies that intel-
ligence is what intelligence organizations do, which is both tautological and
unsatisfying. A final critique—Lowenthal’s identification of policy makers as
the singular set of intelligence consumers reveals his particular focus on the
highest level of national security. Nonetheless, his emphasis on process and
product is useful.

The US armed forces’ definition of intelligence extends beyond the national
level. Joint Publication (JP) 2-0 reads, “[Intelligence is the] product resulting
from the collection, processing, integration, evaluation, analysis, and inter-
pretation of available information concerning foreign nations, hostile or po-
tentially hostile forces or elements, or areas of actual or potential operations.
The term is also applied to the activity which results in the product and to the
organizations engaged in such activity.”'* Careful readers will notice similari-
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ties between this definition and those from Clausewitz (potential adversaries
and battlespace), Kent (knowledge, activity, organization), and Lowenthal
(disaggregated process and resultant product). In contrast to Lowenthal, JP
2-0 does not limit the consumption of intelligence to policy makers, nor does
it mention counterintelligence or covert action.

While detailed definitions can be instructive, they are also often unwieldy.
Alternatively, Michael Warner reduced the concept to “secret, state activity to
understand or influence foreign entities.””> Warner’s elegant offering moves us
closer to the goal. Intelligence that is “performed by officers of the state for
state purposes” warrants its official sanction.'® Its core function is to under-
stand. And identifying the subject of attention as foreign entities distinguishes
intelligence from law enforcement or other domestic security activities. The
term foreign entities is less restrictive than Clausewitz’s concentration on the
enemy. However, the breadth of Warner’s definition, like that of Lowenthal’s,
suggests that he sought to encompass all Central Intelligence Agency (CIA)
activities as much as he aimed to distill the essence of intelligence.

Three modifications to Warner’s definition refine the concept. First, we can
remove the adjective secret. Warner argued that “secrecy is the key to the defi-
nition of intelligence” and concluded that conceptualizing intelligence as clan-
destine distinguishes it from “other intellectual activities”'” His point has
merit but is overly restrictive. Much intelligence is collected overtly; limiting
it to the secret realm risks excluding lucrative and inseparable surveillance,
reconnaissance, and open-source collection activities.'"® Furthermore, the im-
perative to share intelligence coupled with the proliferation of coalition opera-
tions sometimes places traditional intelligence activities and products outside
the formerly rigid lines of secrecy. Because intelligence is a state activity, the
process and product very well may be kept secret. Then again, they may not.

The second adjustment to Warner’s definition involves omitting the verb
“to influence”” Its inclusion confuses intelligence with activities designed to
shape the outcome of events directly. Not every activity performed by an in-
telligence organization constitutes intelligence.” Expedience may place tar-
geted killings, sabotage, or psychological operations within the purview of an
intelligence agency.® However, these missions lie outside the central function
of intelligence—to understand.

The Warner definition’s third shortcoming is its omission of the spatial
element. As previously noted, Clausewitz valued knowing the geography of
potential battlegrounds. Modern warfare similarly benefits from awareness
of the operational environment. Both entities and spaces are viable intelli-
gence targets.
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The purpose of intelligence is the final piece missing from our definition.
Robert Bowie, a former Harvard professor who served as assistant secretary
of state for policy planning and in the CIA, proposed that intelligence was
“knowledge and analysis designed to assist action”* R. V. Jones concurred
with Bowie when he wrote, “The ultimate object of intelligence is to enable
action to be optimized.”** Similarly, the prominent intelligence historian Da-
vid Kahn concluded that the purpose of intelligence was to enable the effi-
cient use of resources. ** The use of resources is a function of the action to be
taken; the nature of the action depends on circumstance, including the cus-
tomer of the intelligence.

Thus, a refinement of the above contributions produces the following
working definition: Intelligence is state activity to understand foreign entities
and potential battlespaces for the purpose of informing action.*

The Operational Level of War

Understanding operational intelligence requires a brief description of the
operational level of war. The intermediate perspective of military activity be-
tween the strategic and the tactical appeared with the massive expansion of
armies brought about by the French Revolutionary levée en masse and the
industrial revolution.” Previously, sovereigns accompanied their forces in
limited conflicts, personally guiding the employment of force toward political
objectives.?® The nationalization and industrialization of war distanced policy
makers from the battlefield and increasingly shifted the burden of connecting
politics, strategy, and tactics to the soldier.”

The operational level of war is relatively new to American military dis-
course.”® Some scholars trace the early emergence of the trifold stratification
of war to Clausewitz’s war plans, strategy, and tactics.” Baron Antoine-Henri
Jomini identified six branches of Napoleonic war, including strategy, grand
tactics, and minor tactics.’® By the end of the nineteenth century, the German
general Sigismund von Schlichting was among the first to recognize the emer-
gence of operational art from industrial-age warfare.’® In the 1930s, Soviet
marshal Mikhail Tukhachevsky more fully developed the operational level
with his “deep battle” concept and “deep operation theory”** Meanwhile,
Anglo-American military thinkers overlooked this middle level of war. For
example, the British strategic thinker Sir B. H. Liddell Hart set grand strategy
above strategy and strategy directly above tactics without distinguishing the
operational realm.” Post-World War IT American strategists found little need
for operational art in an era of material superiority and nuclear arms. Thus,
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the operational level of war—what Edward Luttwak called “the level that is
most salient in the modern tradition of military thought in continental Eu-
rope”—remained absent from American military doctrine until the 1980s.**

Today, the operational level of war figures prominently in American mili-
tary thought. JP 3-0 defines the levels of war as:

Strategic Level—That level at which a nation, often as a member of a group, determines
national or multinational (alliance or coalition) strategic security objectives and guid-
ance and develops and uses national resources to accomplish these objectives.

Operational Level—That level which links the tactical employment of forces to strategic
objectives. The focus at this level is the operational art—the use of military forces to
achieve strategic goals through the design, organization, integration, and conduct of
strategies, campaigns, major operations, and battles. Operational art determines when,
where, and for what purpose major forces will be employed.

Tactical Level—Tactics is the employment of units in combat. It includes the ordered
arrangement and maneuver of units in relation to each other and/or to the adversary in
order to use their full potential. An engagement is normally short in duration and fought
between small forces.”

Several characteristics distinguish the operational level.

1. Itis removed from the political agency that resides at the level of strategy.

2. Tt is distinct from the actual employment of forces, which occurs at the
tactical level.

3. It extends spatially beyond the tactical engagement but is less than
global, often stopping before the international boundaries that demark
the strategic.

4. Tt is sandwiched between the immediate and the enduring.

The operational level is also distinctly military although nonmilitary fac-
tors are not irrelevant (politics, economics, demographics, etc.). Almost by
definition there is a significant martial characteristic to this level of war. In
regular war, politics (national and international) and the coordination of
nonmilitary instruments occur primarily in the strategic realm, which consti-
tutes the upper bound of the operational level. In irregular war such coordi-
nation may be less distinguishable from operational-level military activities.

Finally, at its most abstract, the operational stratum is connective. It exists
between and links together tactical effects and the strategic purpose, overlap-
ping with and assuming characteristics of both. This linkage stretches opera-
tional commanders across all three levels of war. Commanders must be famil-
iar with the particular dynamics of their intermediate perspective. However,
in addition to participating in the development of military strategy and plan-
ning, they must guide battles and advise the formulation of policy and na-
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tional strategy. Commanders at the operational level must be equally com-
fortable with the tactical and strategic. Consequently, so must their intelligence.

Operational Intelligence

Gradual appreciation of a distinct category of operational intelligence fol-
lowed the emergence of an operational level of war. Previously, as Dennis
Showalter explored in his analysis of intelligence prior to World War I, opera-
tional intelligence meant “securing knowledge of the movements, capacities
and intentions of other armed forces” and was indivisible from the skillful
scouting performed by light cavalry units.*® Operational intelligence was tac-
tical reconnaissance writ large.”

This conception of operational intelligence slowly expanded over time.
American doctrine now trifurcates intelligence in conjunction with the levels
of war:

Strategic intelligence—Intelligence required for the formation of policy and military
plans at national and international levels.

Operational intelligence—Intelligence required for planning and conducting cam-
paigns and major operations to accomplish strategic objectives within theaters or op-
erational areas.

Tactical intelligence—Intelligence required for the planning and conduct of tactical op-
erations.”

However, not all scholarship recognizes or accurately depicts the interme-
diate level. Much of the literature still divides intelligence into the tactical and
strategic. Melanie Gutjahr provides one example:

Generally, intelligence has been placed into two categories—tactical and strategic. This
delineation was driven primarily by the principal consumer—military commanders or
policymakers. Operational (tactical) intelligence is knowledge about the immediate sit-
uation and is based almost entirely on straightforward observation. Strategic intelli-
gence has a wider base and broader objective, integrating economics, politics, social
studies, and the study of technology. Strategic intelligence provides policymakers with
the “big picture” whereas tactical intelligence provides the “front yard” view. The main
difference between strategic and tactical warning is the time horizon.*

This passage depicts strategic and tactical intelligence with some accuracy.
Strategic intelligence, like the strategic level of war, is “big picture” and domi-
nated by the policy maker. It is, as Kent explained, “the knowledge upon
which we base our high-level national policy toward the other states of the
world”* Meanwhile, tactical intelligence exists in the realm of combat force
employment. In their book on ancient Roman intelligence, N. ]. R. Austin and
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N. E. Rankov described tactical intelligence as addressing “the immediate
problem of how to find the enemy and face them in operations once hostilities
have broken out”*! However, by overlooking the operational level of war, Gut-
jahr and others conflate operational and tactical intelligence. Tactical intelli-
gence is near, immediate, and straightforward; practitioners know operational
intelligence cannot be so limited.

Michael Handel described operational intelligence as “intelligence in war
and military operations”** Clausewitz, who wrote extensively on what we la-
bel the operational level of war, called intelligence “the basis, in short, of our
plans and operations.”* Operational intelligence informs the military com-
mander’s alignment of tactical employment with strategic objectives in a
given area and facilitates the conduct of subsequent operations.* Within its
purview is all that relates to the commander’s mission and area of responsibil-
ity: the near and far, the immediate and future, the tactical and strategic. Per-
haps then-major Ronald Burgess captured it best when he wrote, “Opera-
tional intelligence is more or less the fusion of tactical and strategic intelligence
to respond to operational requirements”*

Finally, operational intelligence, like the operational level of war, has a dis-
tinctive military character. However, operational intelligence is not synony-
mous with military intelligence for two reasons. First, military intelligence
may exist at the strategic, operational, or tactical levels of war. Operational
intelligence is, by definition, intelligence at the operational level of war. Sec-
ond, depending on the conflict’s circumstances, operational intelligence may
not be restricted to military sources or the analysis of military professionals.
Increasingly, and most evidently in irregular war, military and nonmilitary
intelligence entities collaborate on challenges at all levels of war. Thus, opera-
tional intelligence is not limited to military activity.

Conclusions

Building on the earlier definition of intelligence, operational intelligence is
state activity to understand foreign entities and potential battlespaces for the
purpose of planning and conducting campaigns and major operations; per-
force, it must also include some consideration of strategy and tactics. The
quest for understanding is elusive, especially in war.
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Chapter 3

The Practice of Operational Intelligence

Therefore I say: “Know the enemy and know yourself; in a hun-
dred battles you will never be in peril. When you are ignorant
of the enemy but know yourself, your chances of winning or
losing are equal. If ignorant both of your enemy and yourself,
you are certain in every battle to be in peril”

—Sun Tzu
The Art of War

Finally, the general unreliability of all information presents a
special problem in war: all action takes place, so to speak, in a
kind of twilight, which like fog or moonlight, often tends to
make things seem grotesque and larger than they really are.

—Carl von Clausewitz
On War

The effective practice of operational intelligence is a complicated endeavor
upon which military success frequently hinges. Accomplishing Sun Tzu’s im-
perative to understand the enemy and oneself is seldom straightforward.' Ev-
erything in war is difficult, including intelligence.> Carl von Clausewitz ob-
served that the frictions of war obscure visibility in it as a fog distorts reality.?
Sun Tzu acknowledged the complexity of war when he wrote, “Now in war
there may be one hundred changes in each step. Discerning the intent, or
even actions, of an uncooperative foe requires great skill, effort, and often luck.

Because clarity in war is so difficult, the side that achieves it relative to the
other garners a distinct advantage. Many accounts of intelligence-enabled
success in combat exist.’ Even intelligence failures—surprises—underscore
how crucial understanding is in war.® It can arguably be decisive.” So how is
such advantage pursued?

This chapter examines the practice of operational intelligence using its
most essential elements. It begins by sketching the purposes, consumers, pro-
cesses, and products of operational intelligence. It then considers the two
most central functions of intelligence operations—collection and analysis.
The chapter concludes that the acquisition of information and its transduc-
tion into knowledge are the basic activities of intelligence that support subor-
dinate elements, planners, and commanders.
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Deconstructing Operational Intelligence

The previous chapter concluded that operational intelligence is state activ-
ity to understand foreign entities and potential battlespaces for the purpose of
planning and conducting campaigns and major operations; perforce, it must
also include some consideration of strategy and tactics. The purposes, con-
sumers, products, and processes of operational intelligence derive from this
definition.

The ultimate purpose of intelligence is to optimize resources and action.® It
does so by informing strategies, campaigns, operations, and battles. Joint doc-
trine elaborates: “The purposes of joint intelligence that guide the intelligence
directorate of a joint staff (J-2) and those of supporting organizations are: in-
form the commander; identify, define, and nominate objectives; support the
planning and execution of operations; counter adversary deception and sur-
prise; support friendly deception efforts; and assess the effects of operations
on the adversary”™

Three consumers emerge from this description: the commander, the plan-
ner, and subordinate elements. Each is important; however, the commander—
the key military decision maker—is crucial. Commanders drive planning and
execution. According to Michael Handel, intelligence supports the commander
by supplying the information necessary to reach a decision, then assessing the
outcome of that decision.'” Commanders and directors of intelligence together
develop priority intelligence requirements (PIR), the questions that guide sub-
sequent collection and analytical efforts.! Strategic and operational-level as-
sessments focus on the command’s overall effectiveness in accomplishing
high-level and intermediate objectives, while tactical assessments scrutinize
performance measures."

Intelligence support to planning occurs throughout the planning process.
The development of concepts and plans relies on timely information and ro-
bust analytical estimates that assess the operational environment, adversary
capabilities, and enemy courses of action. The intelligence officer concur-
rently develops an intelligence concept of operations and plan to support the
successful execution of the commander’s overarching plan.”” Furthermore, as
the plan is executed, continual assessments help refine subsequent planning
and identify previously unforeseen opportunities and vulnerabilities.

JP 2-0 asserts, “Intelligence support is crucial to all aspects of execution”"*
Execution is a wide-ranging activity that includes mobilization, deployment,
employment, sustainment, redeployment, and demobilization efforts through-
out all phases of operations." Facilitating the action of subordinate elements
is multifaceted, demanding significant resources.
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For example, because operational commanders often retain targeting ap-
proval authority, their intelligence officers control the otherwise tactical dis-
cipline of target intelligence. The heavy volume of requirements generated
during the execution of operations stresses most intelligence organizations.
Consequently, intelligence officers spend significant energy orchestrating
persistent and dynamic sensors to enable shared situational awareness (cur-
rent intelligence) and target development (target intelligence) for tactical
forces executing their missions.

Intelligence also supports the commander during an operation’s execution.
According to JP 2-01, “Commanders use intelligence to anticipate the battle,
visualize and understand the full spectrum battlespace, and influence the out-
come of operations.”'¢

The various responsibilities of operational intelligence require products in
the form of advice, estimates, assessments, and plans.”” JP 2-0 categorizes
these by their purpose: indications and warning (I&W), current, general mili-
tary, target, scientific and technical, counterintelligence, and estimative intel-
ligence."”® Generally, longer-term estimates support commanders and plan-
ners, while more immediate awareness and targeting intelligence services
subordinate elements. However, product relevance for each consumer varies
with circumstance.

Directors of intelligence employ a functional process to provide consumers
required support and products. Intelligence professionals learn the six inter-
related categories of the intelligence operations model: planning and direc-
tion, collection, processing and exploitation, analysis and production, dis-
semination and integration, and evaluation and feedback." Each stage is vital,
but two activities comprise the bulk of intelligence operations—collection
and analysis. ?

Collection: Illuminating the Battlespace

Collection is, arguably, the main activity of intelligence.” It is the sensing
of the surrounding world, the figurative act of peering into fog-enshrouded
battlespace. Sherman Kent called collection “the surveillance operation” by
which something or someplace “is put under close and systematic observa-
tion”* It is the surveillance and reconnaissance portion of the contemporary
acronym ISR (intelligence, surveillance, and reconnaissance).” Collection is,
in essence, the acquisition of information.

Collection systems offer obvious military advantages. Ancient armies em-
ployed agents, deployed scouts, and intercepted messages in their quest for
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understanding.”* Military services still do. As man took to the air, and later
space, so did their intelligence sensors.”® Information-age systems of systems
now provide significant battlespace awareness; for some techno-optimists,
perfect knowledge is inevitable.” Until then, intelligence professionals must
balance information requirements with available collection assets.

Collection managers aim to acquire data that implements their collection
plan.”” That plan aggregates requirements from various consumers—the com-
mander, planners, and tactical forces. PIRs, the intelligence subset of the com-
mander’s critical information requirements, articulate questions command-
ers and planners ask about the enemy and operational environment.”® PIRs
are products of operational decision-making and planning processes, typi-
cally linked directly to decision points identified in the plan.* Additionally,
subordinate forces submit collection requirements to facilitate tactical plan-
ning and execution.*

A variety of sensors are available for collection activities, depending on
resources and circumstance. JP 2-0 categorizes collection means into the cat-
egories of human, geospatial (imagery and cartography), signals, (communi-
cations, electronic, etc.), measurement and signature, open-source, and tech-
nical intelligence.”® As well, so-called nontraditional ISR assets may be
available to perform surveillance or reconnaissance tasks similar to scouts
throughout history. Understanding the relative merits of each sensor is the
duty of professionals who seek to optimize the use of collection resources.

Collection managers at the operational level must also consider which ca-
pabilities are available for direct employment and which remain controlled at
higher or lower levels of command.* It is a peculiar characteristic of the
American operational-level joint command that it may control few intelli-
gence collection assets directly. Requirements for collection using national-
level capabilities are prioritized within the combatant commander’s head-
quarters before adjudication at the national level.”> Conversely, because
service doctrine shapes the presentation of component forces to the joint
commander, lower-echelon commanders may retain control over the major-
ity of ISR assets.** The Joint Collection Management Board manages those
collection assets made available for operational-level taskings.

Prior to and during combat operations, intelligence directors oversee the
competition for limited collection assets. Constant tension exists between sat-
isfying the campaign requirements and facilitating the operations of subordi-
nate elements. Collection managers prioritize requirements and match the
optimal sensors with the essential elements of information derived from each
requirement.” This ordering manifests itself on the joint integrated priori-
tized collection list.
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Intelligence collection strives to reduce uncertainty by illuminating the
battlespace. However, collection is only one intelligence activity. Converting
observations into knowledge is the enterprise of analysis. For intelligence to
function effectively, collection and analysis must be tightly coupled.*

Analysis: Thinking through the Fog

Analysis develops knowledge from collected information.?” It is the “think-
ing part of the intelligence process.”*® Kent referred to it as research, which he
argued was the attempt to ascertain meaningful patterns from past and pres-
ent observations.” Joint doctrine calls it the process by which intelligence is
produced.”” While collection often comprises the majority of effort, the ana-
lytical function is most central to intelligence. As one scholar averred, “Ana-
lysts and analysts alone create intelligence”*!

Like collection, analysis is as old as war. The limited scale of ancient war-
fare made the commander’s intuition sufficient to his or her analytical needs.*?
As the size of armies and warfare increased, analytical requirements outgrew
the capacity of a single mind.*> Permanent organizations of specialized ana-
lysts developed at every level of command. By the end of World War II, Sir
Harry Hinsley reflected, “Intelligence [was] unlikely ever again to return to
the age of innocence—to that condition of general neglect interspersed with
bursts of belated and amateur endeavor in times of crisis”* Commanders
must still think for themselves, but they also rely on expert analysts to aid
their understanding of the enemy and the operational environment.

Analysts at the operational level of war support commanders, planners,
and lower-echelon forces. Regarding the latter, facilitating tactical action is
straightforward and immediate; that is, is there a tank on the other side of this
hill? Answers are precise. These questions are numerous in war but typically
demand little analytical depth. On rare occasions, such as the search for high-
value targets, analysis to facilitate the employment of forces requires signifi-
cant resources.”” As a rule, however, analytical support to commanders and
planners is more complicated than the support given to tactical forces. Theirs
are the questions of knowledge on which strategies and campaigns hang.

How intelligence generates knowledge is a question of epistemology.*
James Bruce identified five principal ways of knowing: reference to authority,
habit of thought or conventional wisdom, rationalism, empiricism, and sci-
ence. Kent called this process “the instruments of reason and the scientific
method” applied by a thoughtful individual.*” Karl Popper famously argued
that scientific learning occurs through the refutation of hypotheses.*® Because
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few things can be proven, scientists must ask the questions that can disprove
a proposition. Richards J. Heuer Jr. averred that rationalism, specifically de-
ductive reasoning, dominates the practice of intelligence.”” Thus, analysis is
clearly a cognitive process.

By definition, analysis is reductive, breaking complex subjects into smaller
parts to gain understanding. To become aware of adversaries and potential
battlespaces requires consideration of numerous objective and subjective fac-
tors.” The former are measurable—for example, geography, climate, demo-
graphics, gross domestic product, lines of communication, location of forces,
and so forth. While objective factors may present a collection challenge, they
usually call for straightforward analytical efforts. In contrast, subjective fac-
tors—such as commander’s intent, force capability, population resiliency, sys-
tem recuperability, cultural disposition, and so forth—are less tangible. Ana-
lyzing combinations of objective and subjective factors is the specialized,
cognitive craft of intelligence professionals.

However, reductionism alone is insufficient for understanding the inter-
connected battlespace. Ernest May referred to intelligence assessments as
comparisons of capability that take the proclivities of an opponent into ac-
count.” Analysis of an adversary’s capability and proclivity at the operational
level of war must account for the innumerable links that exist among combi-
nations of objective and subjective factors. Analysis must account for systems.

Peter Checkland defined a system as “the idea of a set of elements con-
nected together which form a whole . . . [with] properties which are proper-
ties of the whole, rather than properties of its component parts.”>? For exam-
ple, more complete understanding of the enemy and battlespace occurs when
the characteristics of a specific air defense missile battery become a subset of
knowledge about the integrated air and missile defense system (IADS), when
the TIADS is recognized as part of a military command and control system,
when the military is seen within the context of a larger political system that is
interrelated with an economic system, and when politics and economics are
placed inside a larger social system. Analytical knowledge comes from under-
standing the relationships within and between relevant systems.

Additionally, juxtaposing the commander’s strategic goals with a systems
understanding of the opponent and battlespace informs the critical factor
analysis that identifies adversary center(s) of gravity and critical capabilities,
requirements, and vulnerabilities.”> Matching what is to be achieved with a
systems understanding of the adversary and operational environment pro-
vides insight into potentially feasible operational concepts. It also permits
analysts to consider the possible effects of action. American joint doctrine
calls its systematic and continuous analytical approach to understanding rel-
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evant systems and their relation to strategic goals the joint intelligence prepa-
ration of the operational environment (JIPOE).**

Like all cognition, analysis is subject to pathologies of the mind. Analysts
develop implicit mental models—paradigms and schema—based on con-
scious and unconscious assumptions used to manage complexity, uncertainty,
and information overload.” An analyst’s degree of cultural awareness about
the subject may affect the model.*® Structural factors also shape analytical
models. For example, Richard Betts wrote, “Policy premises constrict percep-
tion, and administrative workloads constrain reflection.””” Models can be use-
ful, but they can also be inaccurate. Heuer concluded, “Accurate estimates
depend as much on the mental model used in forming the picture as upon the
number of pieces of the puzzle that have been collected.”*® Analysts often per-
ceive what they expect to perceive.”

Heuristic patterns are resistant to change. Analysts need cognitive closure
to establish answers upon which subsequent analysis can build.®” At the macro
level, closure is manifested in the termination of discourse regarding an is-
sue.®’ An innate desire for clarity deters thinkers—analysts and decision mak-
ers alike—from reexamining a model’s assumptions.® Deficiencies in logic
are unavoidable, resistant to modification, and a threat to accurate and reli-
able intelligence.®

Cognitive biases require rigorous countermeasures. Heuer offered several,
including constructing methodical hypotheses, competing hypotheses, and
comparing historical analogies.® Betts presented the most fundamental ad-
vice for addressing analytical pathologies by suggesting that we recognize the
inherent shortcomings of analysis, consciously think about thinking, and de-
velop a tolerance for disaster.”® Accurate analysis requires critical thinking,
but critical thinking is not a guarantor of accuracy.®

Analysis is not fortune telling.” It cannot predict the future, only estimate it.
Complicated problems—those with many interconnected objective and sub-
jective factors—are inherently unpredictable. Thus, estimates are exercises in
probability. Clausewitz provided the following insight on estimates at the op-
erational level of war: “From the enemy’s character, from his institutions, the
state of his affairs, and his general situation, each side, using the laws of prob-
ability, forms an estimate of its opponent’s likely course and acts accordingly.”®®

According to Betts, because analysis is inherently inaccurate in predicting
the future, so-called intelligence failures are “not only inevitable, they are nat-
ural”®® However, the term’s use often indicates an ignorance of intelligence by
the speaker. As Betts explained, “In the best known cases of intelligence fail-
ure, the most crucial mistakes have seldom been made by collectors of raw
information, occasionally by professionals who produce finished analyses,
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but most often by the decision makers who consume the products of intelli-
gence services.””’ The questions and assumptions that drive analysis are those
of the decision maker. At the operational level of war, as at all other levels, this
burden rests with the commander.

To refine this point, an appreciation of the limits of analysis is crucial to
fully exploiting the potential of intelligence. May contended, “A better test [of
merit] than accuracy or acceptability may be simply whether assessments ad-
dress the right questions: that is, the questions right answers to which could
be useful guides to action””' Analysts at the operational level of war are lim-
ited by their resources, especially time and the priorities they are given. Un-
less otherwise directed, those priorities—those questions—are the com-
mander’s PIRs.

Commanders comfortable with intelligence at the operational level of war
are more tolerant of its imprecision relative to tactical intelligence. Joseph Nye
described analysts as educators: “Rather than trying to predict the future, es-
timators should deal with heightened uncertainty by presenting alternative
scenarios. To be useful, estimates must describe not only the nature and prob-
ability of the most likely future paths, but they must also investigate signifi-
cant excursions off those paths and identify signposts that would tell us we are
entering such territory””> Alternative scenarios are like alternate hypotheses,
the pursuit of which requires a willingness to accept cognitive dissonance.
This can be discomforting to a commander who is invested in a particular
operational approach. Furthermore, commanders must want to be educated.

As with collection operations, intelligence directors must balance their
support of the commander and staff with analytical support to tactical forces.
This is no easy challenge as both pull from finite intelligence resources. An-
drew Marshall, the director of the Office of Net Assessment, cautioned that
collection and analysis of one type of assessment could impair another.” Pre-
viously, I asserted that the commander was the most important consumer of
operational intelligence. However, when commanders disengage from their
intelligence process, other forces can influence the balance of analysis. The
questions that underpin strategies and campaigns are ambiguous and the
analysis inconclusive. In contrast, the questions that facilitate tactical action
are often tangible, answerable, and gratifying. There is a natural tendency for
analysis at the operational level to gravitate toward the latter given the de-
mands of limited resources, time, and the imperative of action.

A final point on analysis at the operational level of war regards the impor-
tance of linking analytical resources and aggregating information. Analytical
requirements inevitably exceed the capacity of collection assets. Not all col-
lection capabilities are available to the joint force commander for employ-
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ment; regardless, the appetite for intelligence is insatiable. Nevertheless, im-
portant information is often collected by ISR platforms organic to tactical
forces or by the forces themselves. Finding and funneling this information
from tactical units to the operational-level analytical centers can greatly im-
prove the shared understanding of the joint force.”* Directors of intelligence
must build networks of analysts to share information and expertise effectively.

Conclusions

Sun Tzu admonished us to understand the enemy. The practice of intelli-
gence involves the collection of information about the adversary and the fog-
covered battlespace and the analysis of that data to produce knowledge. The
Chinese theorist also advised us to understand ourselves. Successful analysis
requires critical thinking, including an awareness of cognitive biases and the
limitations of intelligence. Collection and analysis are the two primary func-
tions operational intelligence performs to support subordinate forces, plan-
ners, and commanders. Directors of intelligence must balance their support
among these customers. While support to tactical forces facilitates action, the
operational-level commander shapes the strategy and owns the campaign.
Systems analyses, like that in the JIPOE, help build a realistic understanding
of the adversary and the battlespace, supporting plan development and the
operational-level commander’s decision-making process. Ultimately, intelli-
gence outputs—advice, estimates, and assessments—must support the com-
mander. After all, intelligence professionals are an extension of the com-
mander’s mind.
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Chapter 4

Operational Intelligence and the Commander

The necessity of procuring good intelligence is apparent and
need not be further urged—all that remains for me to add, is
that you keep the whole matter as secret as possible. For upon
Secrecy, Success depends in most enterprises of the kind, and
for want of it, they are generally defeated, however well planned
and promising a favorable issue.

—George Washington

Many intelligence reports in war are contradictory; even more
are false, and most are uncertain. What one can reasonably
ask of an officer is that he should possess a standard of judg-
ment, which he can gain only from knowledge of men and af-
fairs and from common sense.

—Carl von Clausewitz
On War

For Carl von Clausewitz, the elusiveness of clarity in war elevated the im-
portance of the commander’s judgment.' His experiences made him skeptical
about the utility of intelligence.” However, Clausewitz was as familiar with the
failures of Prussian intelligence as he was ignorant of the successes of Napo-
leon Bonaparte’s sophisticated intelligence system.’ Intelligence in today’s
construct is a complicated process of collection and analysis about the enemy
and battlespace on behalf of the commander. Intelligence informs the com-
mander’s judgment.

Early commanders performed many of their own intelligence activities.
They sought high ground to survey the enemy and managed spy networks.*
Past great commanders conducted intelligence analysis, synthesizing various
fragments of collected information.” Such was the practice of intelligence
through Clausewitz’s time.

As war increased in scale and complexity, intelligence did likewise. Perma-
nent intelligence staffs became common among European powers by the late
nineteenth century, and reliance on individual coup doeil gave way to more
systematic and wide-ranging methods.® At the height of World War II, tens of
thousands of analysts, cartographers, photo interpreters, cryptologists, lin-
guists, mathematicians, and engineers labored to reduce strategic and opera-
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tional uncertainty.” Today, interconnected constellations of sensors net-
worked with computer-aided intelligence professionals illuminate battlespaces
with a degree of detail unknown to Clausewitz.® The contemporary practice
of intelligence is more complicated than it was in the past, but its primary
purpose remains unchanged. Operational intelligence supplements the com-
mander’s mind.

This chapter discusses the central role of the commander in the practice of
operational intelligence. It identifies the commander’s personality, experi-
ence, and self-perceptions of vulnerability and expertise as variables that
shape the use of intelligence. Next, it outlines useful traits of key intelligence
advisors as they relate to the commander, including rapport, integrity, cour-
age, expertise, and communication skills. The chapter concludes that the sin-
gle most important determinant of the success of operational intelligence is
the commander. At the operational level of war, supple-minded commanders
with experience digesting, assessing, and synthesizing intelligence are best
positioned to lead intelligence operations and translate their insights into ef-
fective action.

Before beginning, it is necessary to comment on the chapter’s research.
The topic under consideration is the relationship between the commander
and operational intelligence; therefore, the chapter prefers sources that con-
centrate on decision makers at the operational level of war. However, it does
not ignore the substantial body of scholarship that scrutinizes multiple as-
pects of national-level decision making and the use of strategic intelligence.’
Where it is appropriate, this chapter borrows insights and illustrations from
the strategic-level literature and extends them to the operational level of war.

The Commander

The quality of the commander has significant bearing on the effectiveness
of operational intelligence."” Ultimately, the commander is responsible for
guiding intelligence system activities."" Michael Handel wrote, “Although
there is no ideal type of leader for the optimal use of intelligence, personality
and experience are extremely important.”'* Personality, experience, and self-
perceptions of vulnerability and expertise affect a commander’s ability to ex-
ploit operational intelligence.

Personality is a complex set of cognitive, attitudinal, and behavioral ele-
ments."” A substantial body of psychological research exists regarding some
strategic-level decision makers. For example, Alexander and Juliette George
found three aspects of personality particularly relevant to a leader’s decision-
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making patterns.'* The first was cognitive style, or “the way in which he de-
fines informational needs . . . and his preferred ways of acquiring and utilizing
information and advice from others”"® Other personality facets important to
decision making include the leader’s sense of competence on the matter at
hand and interpersonal relations.

The personality extremes of Adolph Hitler and Winston Churchill illus-
trate the effect of personality on intelligence receptivity. According to David
Jablonsky, Hitler’s decision making was instinctive, compulsive, unremitting,
and unitary."” Hitler’s press chief described him as unteachable, and one of his
general officers attributed to him an “almost wild-animal perception for any-
thing which ran counter to himself”*® These traits made Hitler extremely resis-
tant to new or contrary information and incapable of fully exploiting intelli-
gence when making decisions.'” Churchill, by contrast, passionately embraced
intelligence. Christopher Andrew ascribed the prime minister’s adroit use of
intelligence, in part, to an imaginative and reflective mind.?

The correlation between personality type and the capacity to exploit intel-
ligence extends to the operational level of war. Harold Deutsch, in his com-
parative analysis of intelligence use by World War II generals, concluded that
although all commanders were vulnerable to episodes of wishful thinking, the
rigid minded were less likely to use intelligence resources effectively.* Deutsch
identified Field Marshal Erwin Rommel and Gen George Patton as “top prac-
titioners of the creative use of intelligence” who habitually demanded much of
their intelligence advisors and were sufficiently flexible to adjust course as
intelligence identified potential opportunities and risks.*?

Despite Patton’s gruff public persona, he was collegial with and inquisitive
of his intelligence advisors during planning. Maj Melvin Helfers, an intelli-
gence officer who worked for Patton, said of the commander, “My experience
with him was like a college professor conducting a seminar, easy going and he
had a sense of humor”* Additionally, Patton used intelligence to drive his
operational planning. As one author noted, “Patton never made a move with-
out first consulting G-2 [his director of intelligence]. G-2 always had the first
to say. The usual procedure at other Headquarters was to decide what to do
and then, perhaps, ask G-2 what was out front. Patton always got his informa-
tion first and then acted on the basis of it.”**

One episode that demonstrates the faith Patton placed in intelligence oc-
curred on the evening of 6 August 1944. Toward the end of the first full week
of US Third Army operations in France, Patton ordered advancing forces to
stop and reposition defensively around Mortain after receiving notice of a
probable German counteroffensive in that area from his director of intelli-
gence, then-colonel Oscar Koch.”” The Germans attacked the morning of 7
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August expecting to find the area unprotected.”® Instead, they confronted a
dug-in 35th Division and a sky filled with combat aircraft.”” At Mortain the
German counteroffensive broke and the door swung open for Patton’s drive
across France. The conditions for this success were set, in part, by the com-
mander’s willingness to adjust plans based on intelligence assessments.

Another example of intelligence-based opportunism by a flexibly minded
commander is then-lieutenant general George Kenney’s use of airpower in
the southwest Pacific. According to Edward Drea, the innovative Kenney cap-
italized repeatedly on intelligence derived from Japanese military communi-
cations—codenamed ULTRA—to orchestrate successful operations.?® At the
Battle of the Bismark Sea in March 1943, intelligence presented Kenney the
opportunity to interdict a Japanese convoy carrying the 51st Division to Lae,
New Guinea.” Drea concluded of the ambush, “Destruction was so complete
that the strategic initiative in New Guinea passed forever from Japanese
hands”™ Kenney also demonstrated his willingness to exploit opportunities
presented by intelligence in his attacks against Wewak in August 1943, around
Rabaul in October and November 1943, and at Hollandia in March and April
1944.*' Drea noted, “Kenney and his air commanders used ULTRA with
deadly effectiveness.”*

Conversely, some commanders were more rigid in their thinking. Deutsch
singled out Field Marshal Bernard Montgomery as an example of an obstinate
commander who “brushed aside, with disastrous consequences, [intelligence
that] did not suit him in relation to Goodwood, the Antwerp estuary, and
Market Garden”** Additionally, Drea wrote that the strong-minded Gen
Douglas MacArthur’s “sense of destiny” shaped his strategic concepts and op-
erational plans more than any intelligence revelations.* He disregarded timely
and accurate intelligence before undertaking potentially disastrous—al-
though ultimately successful—operations in the Admiralties from February
through May 1944, at Leyte in October 1944, at Luzon in January 1945, and
in his planning for the invasion of Kyushu in the summer of 1945.° Accord-
ing to Drea, “MacArthur consistently dismissed ULTRA evidence that failed
to accord with his preconceived strategic vision.** Summarizing the role of
personality using two archetypes, a determined but unimaginative com-
mander, uncomfortable with uncertainty and impervious to criticism, is less
able to exploit intelligence than a supple-minded commander who is alive to
change and tolerant of dissenting views.”

In addition to personality, the commander’s experience also matters. A
commander accustomed to employing intelligence at the operational level of
war enjoys advantages compared to a counterpart who does not know of the
methodologies, possibilities, and limits of operational intelligence. Handel
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noted that most senior military leaders only experience tactical intelligence
before assuming operational-level command, requiring on-the-job-training
in the nuances of operational intelligence leadership.*® While tactical intelli-
gence is immediate and straightforward, operational intelligence requires the
commander, in an iterative and time-consuming analytical process, to fully
consider longer-term questions, such as what might the enemy do next?*
Handel contended, “A principal problem senior military commanders face is
that experience is normally the only way to acquire a proper education in the
use of intelligence on the higher levels of command.”*

Patton’s example supports the contention that experience matters. By the
time Patton led the Third Army into Normandy in August 1944, he was a
veteran commander of the North Africa and Sicily campaigns and very com-
fortable with the leadership and consumption of operational intelligence.*!
Furthermore, he had two intelligence assignments earlier in his career that
familiarized him with the potential and limitations of intelligence activities.*?

There is also an attitudinal dimension to a leader’s experience with intelli-
gence.* Those who attribute previous success to the skillful use of intelligence
are far more receptive to advice from intelligence professionals. Contrasting
Hitler with Churchill, the former’s early experience with German intelligence
convinced him that his intuition was more reliable than the prognostications
of his military professionals, whereas the latter’s extensive familiarity and
positive experience with British intelligence products taught him that intelli-
gence actually was vital to the formulation of strategy and the design of cam-
paigns.* At the operational level of war, Montgomery’s distrust of intelligence
advice—which sometimes bordered on hostility—was probably both a cause
and an effect of the greater faith he placed in his intuition and exhaustive
planning.* In contrast, Patton, who often relied on and praised his intelli-
gence staff, said of his intelligence director, “I ought to know what I'm doing;
I've got the best damned intelligence officer in any United States command.”*¢

Two additional factors—perceptions of vulnerability and expertise—de-
termine the quality of a commander’s leadership as it relates to intelligence.
First, leaders who perceive their force as being weak compared to an adver-
sary have greater incentive to seek extensive support from intelligence.””
Handel ascribed this condition to British leadership following the initial set-
backs of World War II and to Israeli leadership since 1949.%

Similarly, Deutsch noted that offensive-minded commanders lean more
heavily on intelligence, perhaps to mitigate the risks of their daring ventures.*
For example, both Rommel and Patton, who relied on speed and surprise in
their operational concepts, were enthusiastic users of intelligence.” In North
Africa in 1941-42, Rommel supplemented his communications intelligence
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reports with frequent personal aerial reconnaissance sorties to augment his
understanding of the battlespace.” He also devised elaborate deception ruses
based on his perceptions of the adversary’s intelligence collection activities.*
Patton enhanced his aggressive operations with the systematic use of intelli-
gence. Group Captain Frederick Winterbotham, a senior Royal Air Force of-
ficer familiar with ULTRA and Patton, concluded that the American “never
failed to use every opportunity that ULTRA gave him to bust open the en-
emy.” Commanders who must optimize resources and action tend to be
more open to the opportunities presented by their intelligence than do com-
manders with force superiorities and passive aims.

In addition, a commander’s self-perception of expertise on a matter also af-
fects his or her use of intelligence. In general, leaders who believe themselves
already familiar with a situation or issue are less inclined to request advice or
consider alternative viewpoints. For this reason, leaders are often more recep-
tive of technical and specialized intelligence, such as scientific or economic as-
sessments.> At the operational level of war, commanders are least receptive of
battlefield assessments that contradict prevailing opinion. Unfortunately, com-
manders are not immune to the cognitive pathologies described previously.

The overconfidence that pervaded the 12th Army Group and the First
Army before the December 1944 Battle of the Bulge in Belgium’s Ardennes
forest provides one example of premature cognitive closure. According to
John Eisenhower, the steady advance of Allied forces across Western Europe
imbued both commanders and intelligence officers with a spirit of optimism
that clouded their judgment.” Convinced that Wehrmacht commanders in-
tended to withdraw to Germany, American leaders dismissed intelligence re-
ports that indicated preparations for a German counteroffensive.”® A German
attack through the Ardennes simply made no sense given the Allied leader-
ship’s “predetermination of enemy intentions.””” Consequently, the assaults
that began on 16 December came as a surprise and were a bloody test of Al-
lied mettle that forced American and British commanders to scramble to-
gether an operational response. Commanders must be keenly aware of how
their personality, experience, and perceptions of expertise affect their judg-
ment, including their use of intelligence. Assisting to this end will be the di-
rector of intelligence.

The Intelligence Advisor

The quality of the intelligence advisor also contributes to the success of
intelligence at the operational level of war. Directors of intelligence require
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the ability to gain the commander’s trust as well as personal integrity and
moral courage, professional expertise, intellectual flexibility, and a talent for
communicating. Foremost is gaining trust, without which the advisor lacks
access to the decision maker.

Rapport between the commander and intelligence advisor is critical.’® Ad-
visors require access to the commander to receive guidance and deliver prod-
ucts. Betts argued, “The best analysis is useless if those with authority to act
on it do not use it”*® Leaders can function effectively without positive chem-
istry with senior intelligence officers; intelligence officers cannot.®’

Oscar Koch, who served as Patton’s long-time director of intelligence and
enjoyed an unsurpassed rapport with the commander, called the mutual re-
spect between the commander and intelligence advisor “command support.”
Koch wrote:

Command support—the support of his commander, evidenced primarily by mutual con-
fidence engendered by and nurtured through respect. He must be confident that the re-
sults of his efforts will be respected by his commander, both in terms of interest and atti-
tude and in the degree of utilization of the end product so painstakingly produced. The
commander on the other hand, must be confident that his intelligence chief’s work merits
such respect. If either confidence fails, command support is nonexistent. With command
support, G-2 will tackle any job. Without it, he performs a useless task, merely going
through a series of staff exercises. In that case, both he and the commander are losers.®!

To build the necessary relationship, Handel recommended that senior in-
telligence officers first endeavor to understand the working habits, character,
and ambitions of their commanders.*> Experience provides intelligence advi-
sors insight into the commander’s perspective. Handel concluded, “In the
education of the intelligence expert priority should be given to better ac-
quaintance or previous experience with the problems of command and the
planning of military operations.”® Learning to think like the commander en-
ables the advisor to anticipate the principal’s challenges and questions, mak-
ing intelligence more relevant to the decision maker. In this way, familiarity
builds trust and credibility.

However, advisors must balance rapport with integrity. Effective intelli-
gence officers guard against excessive familiarity with the commander, which
can undermine analytical objectivity.** They must also possess the courage to
present unfavorable information.®® Most commanders are not accustomed to
receiving criticism of their decisions from subordinates, and honest reporting
of the unfavorable consequences of a proposed or actual course of action can
constitute an implicit critique.*

Furthermore, many commanders commit to a preferred or already chosen
course of action. Intelligence assessments support decision making and thus
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aid the commander by the objective evaluation of plans and policies.” Advi-
sors carry a duty to advise honestly, regardless of the popularity of the intel-
ligence at their disposal.®® For these reasons, strength of character and ethical
standards—moral courage—are requisites of effective senior intelligence of-
ficers.®” Successful partnerships between commanders and advisors strike a
balance between intimacy and distance and between trust and objectivity.”

Expertise, often developed over years of experience, helps advisors build
credible partnerships with commanders. Intelligence is a complicated enter-
prise; senior intelligence officers spend years navigating the archipelago of
competing and cooperating intelligence organizations and understanding the
processes of collection and analysis. One recent study determined that 90 per-
cent of Air Force intelligence colonels had acquired up to 44 distinct skills
during their careers.”” Expertise postures the advisor to orient intelligence
resources to support the commander. It also prepares the senior intelligence
officer to educate the commander in how to lead intelligence effectively.”?

Additionally, the best advisors are analytically flexible. It is axiomatic that
they are meticulous and thorough, but they must also possess the capacity to
tolerate uncertainty.” Intelligence professionals must wage an active and con-
tinual battle to mitigate the cognitive pathologies within their minds and or-
ganizations. Shlomo Gazit asserted, “Intellectual arrogance is one of the most
dangerous qualities for an analyst. Those who are sure of themselves after
coming to a decision have no place in intelligence.””*

Finally, good advisors master the art of communication. They discriminate
between the necessary and extraneous, protecting commanders from infor-
mation overload at the risk of being perceived as withholding intelligence.”
They compose intelligence products to suit the commander’s style, even in-
corporating showmanship when necessary.”® Similarly, advisors develop a
sense of timing, learning when to present intelligence so that it remains per-
tinent and within context.”” In sum, effective advisors distill complex issues
into those salient points that are most relevant to the commander and then
convey them in a way that assists the commander’s understanding of the situ-
ation and available options.

Conclusions

Intelligence is not a substitute for the commander’s judgment; rather it is
an aid to it. Today’s operational-level commanders must understand how to
exploit intelligence systems as an extension of their minds. The attributes of
the commander, the intelligence advisor, and the partnership between them
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shape the potential for success of intelligence at the operational level of war.
The ideal relationship is open, engaging, and mutually respectful without be-
coming personal. The intelligence advisor belongs within the commander’s
inner circle yet is permitted a degree of autonomy. The best advisor is analyti-
cal, courageous, intellectually flexible, and articulate. The commander, how-
ever, is most critical to the success of operational intelligence. Personality,
past experience leading intelligence, and self-perceptions of vulnerability and
expertise mold the use of intelligence. Open-minded commanders tolerant of
uncertainty and alternate viewpoints and familiar with the capabilities and
limits of intelligence are best suited to exploit intelligence in their decision
making at the operational level of war.
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Chapter 5

Operational Intelligence in the Malayan Emergency

The Emergency will be won by our intelligence system.

—Sir Gerald Templer

The Malayan Emergency is an intelligence success story." After assuming
the combined positions of United Kingdom high commissioner and director
of operations for Malaya in 1952, Gen Sir Gerald Templer predicted that the
emergency would be won by intelligence.> Anthony Short, in his authoritative
history of the emergency, agreed with Templer when he concluded, “the key
to counter insurgency in Malaya was intelligence.” Precisely how significant
it was, relative to other factors, remains a disputed point. Others highlight the
pivotal role of hearts and minds, population control, leadership, organiza-
tional culture, and the overarching policies of decolonization and Malaya-
nization.* Nonetheless, intelligence was a crucial factor in the eventual suc-
cess of the British-led counterinsurgency.

This chapter evaluates the evolution and contributions of intelligence dur-
ing the 1948-60 Malayan Emergency. It begins with a brief overview of the
emergency, which identifies three broad periods, key decisions, and principal
leaders. Next, it describes the evolution of collection and analysis during
these periods and highlights intelligence shortcomings and successes. The
chapter concludes that the emergency’s turning point resulted from the dy-
namic execution of a good plan that was informed by improving intelligence
and led by commanders who fully appreciated the advantages and limits of
intelligence at the operational level of war.

An Overview of the Emergency

The Malayan Emergency can be divided into three broad phases.’ It began
in June 1948 when Sir Edward Gent, the UK high commissioner of Malaya,
declared a state of emergency following the murders of three European plant-
ers and their Chinese assistants.® At the time, the incident was the most recent
in a rising tide of post-World War II violence perpetrated by the Malayan
Communist Party (MCP)-led insurgency.” During this early phase, the Brit-
ish employed a counterterrorism strategy designed to intimidate the Chinese
population of Malaya into submission.® It proved ineffective.
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The arrival of Lt Gen Sir Harold Briggs as director of operations on 3 April
1950 marked the start of the emergency’s second phase. He conceptualized
the challenge as a competition in government.” With High Commissioner Sir
Henry Gurney’s endorsement, Briggs unveiled a scheme—subsequently
known as the Briggs Plan—to isolate the MCP." The plan is best known for its
controversial resettlement of 500,000 Chinese squatters into “New Villages"!
However, its central aim was to extend governmental control by enfranchis-
ing the Chinese population through improved governance and strengthened
local administration.'? Briggs also introduced a committee system at the fed-
eral, state, and district levels to improve governmental coordination and deci-
sion making."> When Briggs retired in December 1951, he left behind the plan
and basic organizational structure for success.'* Despite these positive steps,
Malaya’s future appeared uncertain.'

In February 1952 Templer replaced Briggs and Gurney.'® He endorsed the
Briggs Plan as his operational prescription and helped energize the struggle
against the insurgents with obvious dynamism."” He oversaw the completion
of resettlement and initiated further reorganization of key governmental
functions, including intelligence. Templer’s dynamic implementation of the
Briggs Plan broke the insurgency before he departed Malaya in 1954."%

The emergency’s tipping point, brought about by the leadership of both
Briggs and Templer, occurred between 1951 and 1952, in the middle of the
second phase."” Most security indicators began dramatic, steady improvement
during Templer’s first year in office. For example, the number of annual inci-
dents and casualties both hit highwater marks in 1951 before falling by almost
half in 1952.% Insurgent strength also peaked in 1951.?' Such statistical indica-
tors, coupled with the assassination of Gurney in October 1951, obscured signs
of progress before Briggs's departure.** British and Malay leadership were very
concerned with the state of affairs as they searched for Briggs’s replacement.”

In retrospect, tentative counterinsurgency gains were evident in early to
mid 1951.> The MCP strategy offers some evidence of this reality. Chinese
resettlement, designed to constrain popular and logistical support to the
MCP, began in June 1950 and was almost complete when Briggs left Malaya.”
The MCP responded to the Briggs Plan with an August 1950 “Guide to the
Anti-Resettlement Campaign,” which ordered maximum resistance and pre-
cipitated the record violence of 1951.2 However, by late 1951 MCP leaders
worried that indiscriminate violence alienated the civilians upon whom the
party depended.” Its “October [1951] Resolutions” reemphasized political
mobilization and directed more selective attacks against “imperialist” targets
that would not harm the masses.”® Chen Peng, the MCP’s secretary-general,
later claimed that the insurgency was most hopeful in 1949-50, before reset-
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tlement began to constrict its support.?? Thus, the MCP’s strategic adjust-
ments in late 1951 partly explain the reduced levels of violence in 1952 and
suggest that the emergency may have been approaching its climax during
Briggs’s tenure.

Other indicators corroborate 1951 as the beginning of the counterinsur-
gency’s seizure of initiative. According to a 1952 intelligence assessment,
MCP casualty rates steadily increased from April 1950 to September 1951.%°
Additionally, the number of contacts per month between government and
insurgent forces rose from approximately 60 in July 1950 to 150 in January
1951, remained steady through 1952, and then began a permanent decline by
early 1953. Additionally, the insurgent-government kill ratio, which was at its
lowest in 1950, began improving in 1951.*' Clearly, under the leadership of
both Briggs and Templer, counterinsurgency forces became increasingly effi-
cient in their work.

During the emergency’s final phase, which followed Templer’s tenure, there
was continued progress in Malayan governance and security.”* The character-
ization of this period as a “mopping-up effort” undervalues the challenges of
a political consolidation that secured an enduring peace.” The government’s
steady exploitation of its gains prevented recalcitrant remnants of the MCP
from revitalizing the insurgency and ensured that the Malayan Emergency
situation gradually returned to normal.

The Evolution of Intelligence during the Emergency

Counterinsurgency progress in Malaya corresponded with dramatic im-
provements in intelligence. The intelligence system was portrayed as deficient
in 1948 and optimal by the emergency’s latter stages.” Three moments—the
beginnings of the emergency’s three phases—best illustrate this evolution.

At the emergency’s outset, the British intelligence system condition in Ma-
laya was woeful.”” It was underorganized, underresourced, and ineffectively
led. The fragmented intelligence community consisted of the Malayan Secu-
rity Service (MSS), that generated assessments; the police’s new Special Branch
(SB), created in August 1948, that informed criminal investigations; and intel-
ligence elements within military units, that advised commanders on matters
of tactical employment. Little, if any, coordination existed among them.*

Furthermore, the organizations were small and had only limited capacity.’”
For example, the SB consisted of 12 officers and 44 inspectors.* Very few gov-
ernment officials knew Chinese.*” Finally, and perhaps most important, the
pre-1948 British intelligence system in Malaya did not focus on the MCP or

45



OPERATIONAL INTELLIGENCE IN THE MALAYAN EMERGENCY

insurgency, concentrating instead on pan-Malay nationalism, which was per-
ceived as the most significant threat to the Crown’s imperial position.* Riley
Sunderland, who wrote a 1964 analysis of intelligence in Malaya, summarized
the situation: “In 1948 . . . intelligence on the communist terrorists and their
sympathizers was haphazard, uncoordinated, and poorly used.”*!

Consequently, the intelligence system could not support either operational
or tactical requirements.** Assessments of the insurgent situation were glar-
ingly inaccurate. One MSS estimate, dated two days before Gent declared the
state of emergency, concluded, “the immediate threat to internal security is
negligible”** Initial reports underestimated the threat and persistently mis-
characterized the communist insurgents as bandits.*

Intelligence in the field was as inadequate as at the headquarters.* The sys-
tem could not generate the information needed for effective military opera-
tions.* Large-scale sweeps of the jungle by infantry battalions seldom pro-
duced contact with guerrilla forces.¥ One infantry battalion commander
lamented, “There is no intelligence worth the name.* Thus, the British began
implementing their initial counterterrorism strategy without an adequate un-
derstanding of the environment, the adversary, or the problem.*’

British authorities had recognized the systemic intelligence shortfall in
Malaya for years.”® A 1946 report by the inspector general of police urged the
creation of a pan-Malayan intelligence organization.” Even the British Cabi-
net commented on the need to develop better intelligence in Malaya.”* Never-
theless, the system received little emphasis beyond an initial 1948 reorganiza-
tion.” Additionally, the blunt counterterrorism strategy increasingly alienated
the Chinese population, limiting their cooperation with governmental au-
thorities and denying a crucial potential intelligence source.

British intelligence in Malaya was still declining in 1950 when Briggs con-
ceptualized his successful plan at the start of the emergency’s second phase.”
Upon arriving in April, he conducted an extensive tour of the federation to
form his own appreciation of the challenge.” It is arguable that, with two
years of accrued experience, intelligence analysts and their assessments also
contributed to Briggs’s balanced understanding of the MCP and battlespace.*
Nevertheless, he was sufficiently unimpressed by the intelligence system, la-
beling it the emergency’s Achilles heel, and immediately corrected it.””

Briggs instituted several structural improvements to intelligence during his
tenure. By May 1950 he established a federal intelligence advisory committee
to facilitate the sharing of critical information among government agencies.
In August he created the director of intelligence position to coordinate all col-
lection and analytical activities and appointed the head of the SB, Sir William
Jenkin, to this dual role.”® Briggs also presided over the expansion of the SB
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and the creation of its training school.*® Furthermore, on the tactical front, he
issued guidance for military units to replace large-unit sweeps with smaller,
intelligence-led operations.® The cumulative effects of intelligence take time,
and the benefits of Briggs's organizational changes were not immediate.®> Nev-
ertheless, by late 1951 the increasing efficiency of counterinsurgency efforts
suggests an enhanced understanding of the situation by British authorities.

Like Briggs, Templer understood the importance of intelligence.®* Granted
sweeping powers as high commissioner and director of operations, he con-
solidated and expanded the organizational changes of his predecessor.* He
also made intelligence, including penetration of the MCP, the principal aim of
all counterinsurgency activity.®® Templer made intelligence his “absolute top
priority”®

Templer’s faith stemmed from his familiarity with intelligence. In addition
to exploiting and consuming intelligence as a commander at various levels
within the British armed forces, he also served multiple assignments within
the intelligence community. Templer led the collection and analysis of intel-
ligence in support of operations as deputy director of intelligence at the Gen-
eral Headquarters of the British Expeditionary Force in Western Europe from
1938 until 1940. The German army’s rapid advance through the Low Coun-
tries and the British evacuation from Dunkirk probably left an indelible im-
pression with him on both the advantages and limits of intelligence. In 1946
Templer returned to the War Office as the director of military intelligence.®®
Furthermore, as vice chief of the Imperial General Staff between 1948 and
1950, Templer kept British military intelligence as part of his portfolio.®” By
his appointment to Malaya in 1952, Templer was very familiar with all aspects
of intelligence activity and well postured to optimize the system in Malaya.
“As a former DMI [director of military intelligence],” Templer asserted, “I
know my onions.””

Templer consolidated and expanded the organizational changes of his pre-
decessor. Before he appointed Jack Morton as director of intelligence on 1
April 1952, Templer made the position a standing member of the director of
operations committee and placed it on par with the service and bureaucracy
chiefs.”" He also required that the services submit all operations plans to the
director of intelligence for review.” Templer separated the positions of direc-
tor of intelligence and chief of the SB, empowering the former to coordinate
and evaluate all intelligence activities in Malaya.” The division of labor freed
the director of intelligence to concentrate on operational-level analysis and
support to the commander and staff; 